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Abstract—Recently, as data demand has increased due to the 

rapidly increasing demand for wireless devices and the influence 

of data traffic, various technologies are being developed to support 

it. Among them, in the case of millimeter wave (mmWave) 

frequencies with rich spectra and high data transmission rates, 

there is a problem of large path loss. As a result, there is a growing 

interest in unmanned aerial vehicle (UAV) and reconfigurable 

intelligent surfaces (RIS) that can be reconstructed 

advantageously to communicate wireless communication 

environments. Therefore, this paper introduces a UAV-RIS 

deployment and beamforming vector optimization algorithm 

considering system efficiency and security performance in a large 

system consisting of multiple users, eavesdroppers, and a number 

of UAV-RISs combining UAV and RIS. 

Keywords—reconfigurable intelligent surfaces, optimization, 

secrecy rate, unmanned aerial vehicle. 

I. INTRODUCTION 

With the recent increase in data demand, various 
technologies are being developed to support it. Among them, 
millimeter wave (mmWave) frequencies with rich spectra and 
high data transmission rates are attracting attention, but there is 
a problem that signals are easily blocked by obstacles due to 
large path losses [1-2]. To compensate for this, interest in UAV 
and RIS is growing as a technology that can advantageously 
reconstruct the wireless communication environment [3-4]. 
Most RIS studies are being studied focusing on small-scale 
systems consisting of a single fixed RIS, but this is not suitable 
for recent large-scale systems with increasing data demand due 
to low utilization. Therefore, this paper introduces a UAV-RIS 
deployment and beamforming vector optimization algorithm 
that considers security performance in a large system consisting 
of a large number of users and eavesdroppers. 

II. SYSTEM MODEL 

In this paper, we consider a system in which one BS supports 
multiple ground users, eavesdroppers, and multiple UAV-RISs 
are deployed, as shown in Fig. 1. In the case of UAV-RIS, it is 
assumed that the path between each object is an LOS path 
because the higher the altitude, the higher the LOS probability. 

In order to cover a large number of users with a small 
number of UAV-RISs, the user must be properly clustered. In 
this paper, a number of UAV-RISs, users, and eavesdroppers are 
represented by a set, 𝑳, 𝑲, and 𝑬 respectively. In this case, the 
users supported by the 𝑙 − 𝑡ℎ UAV-RIS are represented as a set 
𝑲𝒍. In this case, for the efficiency of the system, the number of 
users that can be covered in the cluster is limited, 𝐾𝑙

𝑚𝑎𝑥. When 
the transmission rate for the 𝑘 − 𝑡ℎ user in each  𝑙 − 𝑡ℎ cluster 
and the 𝑒 − 𝑡ℎ EVE in the  𝑙 − 𝑡ℎ cluster is calculated by 𝑅𝑙,𝑘 

and 𝑅𝑙,𝑒, the secrecy rate is calculated by subtracting 𝑅𝑙,𝑒 from 

𝑅𝑙,𝑘. For more information, see the reference [4]. At this time, 

the average security rate, which is a performance indicator, is 
calculated as the average of these values after obtaining the sum 

 
Fig. 1. System model. 



of the security rates for all users in the cluster based on each 
cluster. 

III. DNN-BASED ALGORITHM FOR UAV-RISS DEPLOYMENT 

The main purpose of the proposed algorithm is to support as 
many users as possible with a small number of UAV-RISs for 
high system efficiency, which can be problematic as Equation 
(1). In this case, 𝑑𝑙,𝑘 represents the Euclidean distance between 

the 𝑙 − 𝑡ℎ UAV-RIS and the 𝑘 − 𝑡ℎ user, and 𝛾𝑙  represents an 
arbitrary value that can maximize the support range of the 
second UAV-RIS, which specifies 165 m. 𝑞𝑙 shows the location 
of the 𝑙 − 𝑡ℎ UAV-RIS, which should be within the limit of the 

maximum 𝑞𝑙
𝑚𝑎𝑥  and minimum 𝑞𝑙

𝑚𝑖𝑛 . 𝐷𝑙,𝑐𝑜𝑣
𝑚𝑎𝑥  represents the 

radius for determining the clustering range of the UAV-RIS, and 
is determined according to the altitude of the UAV-RIS. 

(𝐏𝟏) max
𝑞,𝑥

∑ ∑ 𝑥𝑙,𝑘
𝐾𝑙
𝑘=1

𝐿
𝑙=1   

s. t.  𝑑𝑙,𝑘
2 ≤ (𝐷𝑙,𝑐𝑜𝑣

𝑚𝑎𝑥)
2

+ 𝛾𝑙(1 − 𝑥𝑙,𝑘), 

𝑞𝑙 ∈ [𝑞𝑙
𝑚𝑖𝑛 , 𝑞𝑙

𝑚𝑎𝑥], 

𝑥𝑙,𝑘 = {0, 1}, 

𝐾𝑙 ∈ 𝑍+, 𝐾𝑙 ≤ 𝐾𝑙
𝑚𝑎𝑥 , 

𝑙 ∈ 𝐿  

Since Equation (1) is in the form of Convex, it can be easily 
solved with CVXPY. However, this method is complex and 
takes a long time, and is not suitable for large-scale systems that 
consider multiple users. Accordingly, a DNN-based algorithm is 
applied [5]. First, it is a step to optimize the problem, create data 
for training and testing, and then use the data to learn and 
evaluate the DNN model. To obtain the learning data, we 
repeatedly solved the problem of Equation (1) using CVXPY for 
200 scenarios, and obtained the optimal location of UAV-RISs 
as a solution. Accordingly, a DNN model with the user position 
as input and the optimal UAV-RISs position as output was 
learned. The fully-connected type of DNN model consists of a 
total of three hidden layers, each of which consists of 200, 80 
and 80 neurons. The "sigmoid" function was applied to the 
hidden layer and the "linear" function was applied to the output 
layer. For the compilation of the model, the stochastic gradient 
(SGD) method considering mean square error (MSE) was used. 

IV. BEAMFORMING VECTOR OPTIMIZATION ALGORITHM FOR 

IMPROVING SECURITY RATE PERFORMANCE 

In order to maximize the security rate, it is necessary to 
optimize the transmission beamforming vector and the RIS 
beamforming vector, which uses an alternative optimization 
algorithm (AO) that divides it into two incidental problems. First, 
the successive convex approximation (SCA) algorithm is 
applied to optimize the transmission beamforming vector, and 
the minorization-maximization (MM) algorithm is applied to 
optimize. In addition, in both cases, semi-definite relaxation 
(SDR) is applied to change the non-convex shape to a convex 
shape, and in this process, a penalty-based optimization 
algorithm is applied together to find the optimal solution with a 
rank of 1. Detailed algorithms are summarized in Fig. 2 and Fig. 
3. 

V. SIMULATION RESULTS ANALYSIS 

Table 1 shows the simulation results comparing the 
performance of the DNN-based algorithm. In this paper, the case 
of optimizing the position of RIS using the existing CVXPY was 
referred to as Conv. OPT. As a result of simulation in three 
scenarios, it was confirmed that the proposed algorithm 
deployed RIS faster and with higher accuracy. 

TABLE I.  DNN-BASED ALGORITHM PERFORMANCE COMPARISON. 

Scenarios Conv. OPT DNN Accuracy 

𝐿 = 3, 𝐾𝑙 = 10 8.51 s 0.11 s 99.98 % 

𝐿 = 3, 𝐾𝑙 = 20 13.98 s 0.11 s 98.89 % 

𝐿 = 3, 𝐾𝑙 = 30 14.49 s 0.11 s 95.01% 

 

Fig. 4 is the result of analyzing the security performance of 
the proposed algorithm when compared according to the RIS 
type. As a result of comparing performance with the security rate 
as a performance indicator, it was confirmed that the Active RIS 

 
Fig. 2. BS transmit beamforming vector optimization algorithm. 

 
Fig. 3. RIS beamforming vector optimization algorithm. 



of the proposed algorithm performs better than the case where 
passive RIS and RIS were not applied. 

VI. CONCLUSION 

This paper introduces UAV-RISs deployment and 
beamforming vector optimization algorithms considering 
system efficiency and security performance in a large system 
consisting of multiple users, eavesdroppers, and UAV-RISs 
combined with UAV and RIS to meet the recently increased 
demand for wireless devices and data. 

Simulation results confirmed that the active RIS of the 
proposed algorithm performs better than the case using the 
existing passive RIS and without RIS. 
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Fig. 4. Secrecy rate performance comparison of proposed algorithm. 


